DATA PROTECTION TRAINING FOR CREATIVES
TEMPLATE FIVEDisclaimer

This data protection template is provided solely for training and informational purposes. It is intended to serve as a general guide and reference tool, and does not constitute legal advice, official policy, or a substitute for professional consultation. Users are advised to seek appropriate legal or compliance counsel to ensure their data protection practices meet applicable laws and regulations. The creators and distributors of this template accept no responsibility or liability for any loss, damage, or legal exposure resulting from its use

[bookmark: _GoBack]RECORD OF PROCESSING ACTIVITIES (ROPA)

In accordance with the Kenya Data Protection Act, 2019
[Name of Creative Business/Organization]
1. Data Controller Details
	Name of Data Controller
	[Insert Company Name]

	Industry Sector
	Creative Industry (e.g., Film, Music, Art, Media Production)

	Physical Address
	[Insert Physical Address]

	Email
	[Insert Contact Email]

	Phone Number
	[Insert Contact Number]

	Data Protection Officer
	[Insert DPO Name, if applicable]

	Registration Number (ODPC)
	[Insert Registration No., if registered]



2. Categories of Data Subjects
	Category
	Description

	Employees & Contractors
	Creative teams, admin staff, production crew

	Clients
	Brands, agencies, media houses

	Talent & Performers
	Actors, models, voiceover artists, musicians

	Audience & Subscribers
	Users of digital content, email subscribers

	Vendors & Partners
	Equipment suppliers, collaborators



3. Categories of Personal Data Collected
	Data Subject Category
	Personal Data Collected

	Employees
	Name, ID number, phone, email, tax info, bank details

	Clients
	Contact person name, email, company details, billing info

	Talent
	Name, stage name, bio, photos, performance clips, contracts

	Audience/Subscribers
	Email, IP address, location data, browsing history

	Vendors/Partners
	Name, email, phone, business registration details



4. Purpose of Processing
	Purpose
	Lawful Basis under Data Protection Act

	Hiring and HR management
	Contractual necessity, legal obligation

	Client relationship management
	Contractual necessity, legitimate interest

	Talent engagement and content creation
	Contractual necessity, consent

	Marketing and audience engagement
	Consent, legitimate interest

	Payments and financial reporting
	Legal obligation



5. Data Recipients (if applicable)
	Recipient Type
	Purpose

	Payment processors
	Processing payrolls and client payments

	Marketing platforms
	Email newsletters and social campaigns

	Cloud service providers
	File storage and content distribution

	Legal/Regulatory bodies
	Compliance with legal requirements



6. Data Transfers Outside Kenya
	Country / Region
	Safeguards in Place

	Cloud Storage (e.g., EU/US)
	Standard Contractual Clauses (SCCs), Data Sharing Agreements

	Social Media Platforms
	Privacy policies and platform agreements



7. Retention Periods
	Data Type
	Retention Period

	Employee Records
	6 years after exit

	Client Contracts
	7 years after contract termination

	Talent Files
	5 years post-project or as agreed

	Marketing Data
	Until user unsubscribes or 24 months



8. Security Measures
	Security Measure Implemented

	Data encryption (at rest and in transit)

	Role-based access controls

	Regular backups

	Use of secure cloud storage

	Non-disclosure agreements with staff



9. Rights of Data Subjects
· Right to access their data
· Right to rectification
· Right to erasure
· Right to data portability
· Right to object to processing
· Right to lodge a complaint with the ODPC

10. Review and Updates
	Last Updated
	Next Review Date

	[Insert Date]
	[Insert Date]



